
Endpoints go dark, data drifts without notice, users neglect security policies, and controls are disabled daily. Lack of endpoint 
visibility, irregular compliance standards, and di�culty to prevent and remediate device drift, loss or theft are some of the 
common security challenges that IT managers face today.

With Absolute, IT managers get full visibility and control over all their devices and apps through a single pane of glass with 
Persistence® technology. The self-healing connection keeps critical applications up-to-date and sensitive data remains 
protected, even when accessed outside of your corporate network.

Lenovo has partnered with industry leader Absolute to bring endpoint security and resilience to fortify your organization 
against external threats. All Lenovo devices have Absolute’s software embedded into the firmware of their devices before they 
leave the factory. 

Lenovo and Absolute have partnered since 2005, o�ering a broad portfolio of solutions several of which are unique to Lenovo.

LENOVO AND ABSOLUTE – BETTER TOGETHER

Secure Your Data, Manage And Track Devices, 
And Update Applications Using An Unbreakable 
Connection To Every Endpoint – On Or O� Your 
Network.
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View your entire device fleet through a 
cloud-based dashboard even if configurations 
change or devices leave the network – thanks 

to Absolute’s persistent self-healing 
connection. Automatically inventory all your 

software and hardware assets and ensure 
optimal usage and compliance.

ABSOLUTE 
VISIBILITY™ 

Regain control of all your endpoints, all the 
time even if they are o� your organization’s 

network. Safeguard your device with 
Geofencing capabilities and lock them down 

if they stray outside your set boundaries. 
Freeze at-risk devices and selectively delete 

data from unsecured endpoints with 
compliance certificates. Further, get 

unprecedented control over endpoint 
security configurations by remotely 

managing the supervisor password for 
supported Lenovo devices1

ABSOLUTE 
CONTROL™

Extend Absolute Persistence to your 
mission-critical apps, granting them the 
power to heal and reinstall themselves 
whenever they’re disabled, altered, or 

uninstalled. Audit the usage of web tools 
and content to ensure user compliance and 
scan your endpoints for sensitive data with 

data discovery features. In case of 
ransomware attacks, query and remediate 

your entire device fleet with a library of 
pre-built and customized scripts. Further, 

get help from Absolute’s team of experts to 
recover stolen devices.

ABSOLUTE 
RESILIENCE™



Smarter
technology

for all

Lenovo Patch is an SCCM plug-in that integrates directly into the console and helps speed up 
and simplify the otherwise tedious task of updating BIOS, driver, firmware, and third-party 
software. Patching is critical to both maintenance and security. Lenovo Patch saves IT time by 
simplifying the unpredictable task of monitoring software update availability and identifying 
needed updates. With a persistent self-healing agent powered by Absolute, IT admins can be 
assured that all patches reach the endpoint.

LENOVO PATCH 

Lenovo ThinkShield RSVP, powered with Absolute Persistence  technology, allows IT admins to 
remotely reach Lenovo devices to create, update, or remove supervisor passwords, thereby 
reducing the risk of firmware compromise. It enables scalable supervisor password protection to 
ensure corporate assets & data are always protected and eliminates reliance on vulnerable 
processes by securing system configurations at the firmware level.

LENOVO THINKSHIELD REMOTE SUPERVISOR PASSWORD (RSVP) 

Source:
1 https://community.absolute.com/s/article/Remote-Supervisor-Password
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SPEAK WITH YOUR LENOVO REPRESENTATIVE TO KNOW MORE!

ENFORCE ENDPOINT SECURITY STANDARDS TO MEET YOUR 
SECURITY BENCHMARKS

Lenovo Security Assurance, powered by Absolute, allows you to defend data privacy, update 
and self-heal cybersecurity applications, ensure protection is in place to prevent any data 
breach, and provide remote supervisor password (RSVP). It leverages Absolute technology in 
the firmware to fortify critical security applications through self-healing technology. 

LENOVO SECURITY ASSURANCE 
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